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ABSTRACT
Radio frequency identification (RFID) technology, from its beginning in the 1980s, has provided solutions in areas in which no identification (ID) technology has done so before. This paper presents three applications in areas having an issue in common: an RFID technology-based solution; these fields were academic topics, logistic support for an event and passenger land transport. Each project identified a problem which needed resolving, the methods and electronic devices used for such solution and the outcomes achieved. The developments shown in this paper indicated the multidisciplinary nature of RFID technology because it achieved new solutions for identifying objects or people in many contexts and not just the consumer goods trade which is the application nowadays most known for using this technology. These projects were developed by members of the Universidad Nacional de Colombia’s High Frequency Electronics and Telecommunications Research Group (CMUN) (website: www.cmun.unal.edu.co).

Keywords: Wireless communications system, radio frequency identification (RFID), neonatal medical simulation mannequin, event logistics, vehicle identification, ZigBee.

RESUMEN
Este artículo presenta resultados de tres proyectos desarrollados por el Grupo de Investigación en Electrónica de Altas Frecuencias y Telecomunicaciones, de la Universidad Nacional de Colombia (CMUN), en los cuales se han implementado sistemas de telecomunicaciones inalámbricos, basados en tecnologías de identificación por radiofrecuencia (RFID), para el entrenamiento médico de estudiantes de neonatología, manejo de logística de eventos y monitoreo de rutas y arribo de vehículos de transporte de pasajeros. El primer proyecto permitió mejorar la tecnología de telecomunicaciones de los simuladores de entrenamiento para estudiantes de medicina y enfermería en el área de neonatología de la Universidad de Colombia. Con el sistema para apoyo a labores de logística se logró una herramienta que controla autónomamente el ingreso de asistentes a las diversas actividades de un evento y recolecta de modo remoto datos para obtener estadísticas de participación de los asistentes en cada actividad programada. En el último proyecto se implementó un sistema que identifica vehículos que circulan a una distancia máxima de 100 m de un punto de control, con el fin de verificar el cumplimiento de rutas y de horarios del parque automotor de una empresa sin la presencia de un operador. Al final del artículo se hace un análisis de los principales logros alcanzados en cada uno de los proyectos realizados con tecnologías RFID.
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Introduction
Radio frequency identification (RFID) technology has transformed object and people identification methods during the last three decades because it is wireless and does not require physical contact between an identified object and the reader or the identifier device (Roberti, 2010). This technology has led to electronic solutions for automatic identification in many environments, including automatic payment systems, access control and asset tracking (RFID Journal, 2012).

The projects presented in this article were developed for academic, industrial and passenger transport environments because there was a need for automatically identifying people and objects which could be solved using RFID technology. These needs could be solved using other technologies such as bar codes, but these involve the difficulty of requiring contact between an identification card and a barcode reader. This paper presents three automatic identification prototypes in the aforementioned environments. Field tests were conducted demonstrating the functionality of passive RFID devices in identifying objects and people, and...
the usefulness of adding telecommunication devices having remote databases for recording and storing identified data.

The first project was a health training module used by medical students and nurses in neonatal clinical preparation. The module consisted of a neonatal mannequin for simulating diseases like redness, cardiac arrhythmia and tachycardia in new-borns. A teacher activated simulation of the above scenarios and a student chose the medicament and dose to deliver to the “patient”. RFID technology led to identifying the medicament which a student would give the "patient". Once a medicament had been identified, the mannequin simulated positive or negative effects regarding the treatment which a student had applied before.

The second project involved a module for supporting a social event’s logistics. RFID technology led to identifying each person attending a social event. It was an electronic system autonomously controlling attendees entrance to scheduled activities and recorded the participants’ data in a remote database for statistical purposes. Data was sent to a remote computer using embedded systems and statistics allowed real-time monitoring of the scheduled activities. This work enabled the CMUN group to make advances regarding centralising information obtained through RFID identification systems and reach a scalable solution according to the needs arising from a social event’s logistics.

The third project involved development for a land passenger transport area. It was an electronic means of identifying moving vehicles, verifying a passenger transport company’s compliance with routes and schedules without the need for people to oversee route operations. This work integrated wireless technologies, embedded systems, the Internet and database design.

Background and justification

Interactive medical simulators

100 million babies are born each year around the world, around 10 million of whom need assistance to start breathing and 1 million of them need cardiopulmonary resuscitation (CPR) (Murphy & Halamek, 2005). Unwanted events in medical practices involving neonates may produce serious problems in baby formation and growth. Giving medical and nursing staff suitable training and learning before they care for real patients becomes a decisive factor in saving lives and ensures proper prognosis (Arrighi et al., 2011). Teachers and researchers in the field of medicine have developed tools for medical simulation based on computers and mannequins allowing students to experiment with unreal patients and overcome some limitations involved in current medical training (Ziv, et al., 2006; Korosec et al., 2005; Murphy & Halamek, 2005; Halamek et al., 2000; Ostergaard et al., 2004).

However, commercial simulators are expensive and practice regarding the pathologies which students may develop with them are set by the designers without being able to adapt to different countries’ healthcare sector conditions (Arrighi, et al., 2011). Most of these simulators have limited telecommunications infrastructure as they use wired connections between the controller and the mannequin. This telecommunication infrastructure may be replaced by wireless technologies and RFID to improve similarity between a training environment and the actual environment involving a patient.

Given the importance of the topic and the restrictions mentioned above, CMUN proposed a project to provide a virtual and physical simulation tool to teach students the application of umbilical puncture medicaments from medical interpretation of a patient’s symptoms.

Automating social meetings’ logistics

A social meeting is an important and programmed event, i.e. social, artistic, athletic, academic events. A social meeting may take the form of a seminar, workshop, conference or exhibition festival (Martinez, et al., 2010a). The development of an event involves a lot of logistical activities to ensure a successful result and requires rigorous organisation and audience management techniques. Many of these activities are related to identifying who is attending the event and controlling entry to places where different kinds of activities take place.

Nowadays, using people to control access to social events is not reliable in most cases and does not enable obtaining statistics in real time because control is manually done using ballots, handles, rosettes and, in a few cases, barcode systems. A large staff is thus required, for a long time, and event development is hindered and becomes expensive due to increased costs (Martinez et al., 2010b). Such control access methods only allow controlling participants’ entry but they do not provide the ability to perform an automatic inventory.

Given these needs, an electronic system was developed for supporting social event logistics enabling automatic identification of attendees, verifying data and obtaining information before, during and after completing a particular social event to have real time stats concerning people attending activities/events.

Transport company vehicle route and schedule monitoring

To improve the quality of urban passenger transport companies’ service, company managers must ensure that their drivers comply with the routes and schedules which have been assigned to them by the company. This requires internal controls for collecting and analysing information regarding vehicle compliance with routes and their duration. Most companies in Colombia hire an operator to perform this task by identifying and recording the time at which a vehicle passes through a checkpoint in the city. Data is taken manually and must be validated by the vehicle driver’s signature (Suárez & Ramirez-Echeverry, 2010).

This monitoring technique has weaknesses such as high operator risk because he/she could be run over by vehicles passing through a particular checkpoint. Vehicles being monitored must stop at each checkpoint, resulting in service delays and blocking the transit of other vehicles using the route. Other limitations regarding the current monitoring technique involve an operator only being able to attend one vehicle at a time and manually recorded data is more susceptible to error compared to data automatically obtained by an electronic system (Suárez & Ramirez-Echeverry, 2010).

The vehicle arrival monitoring system developed in this project provided a complete solution to current deficiencies in vehicle monitoring systems for urban passenger transport in Colombia (Suárez & Ramirez-Echeverry, 2010).

Theoretical Framework: Object Technology Identification

Automatic identification (auto-ID) refers to any means or process used to automatically recognise a person or physical object, such as animals, moving goods or products (Dobkin, 2008; Finkenzeller, 2010).
Automatic identification systems have taken on considerable importance in recent years in areas such as event logistics, distribution and monitoring material flow in businesses, transportation and personal identification. Some automatic identification technologies, including RFID, which was used in the projects presented in this paper (Finkenzeller, 2010) are given below.

Bar codes

They consist of an array of signs (lines and spaces) formed by a binary code placed on products to identify elements within a group. They are most frequently used in computerised stock management. The information contained in the code is decoded by a laser scanner able to identify each element’s sequence and associate such sequence with specific data corresponding to each element. This technology requires physical contact and line of sight between the laser and the overlay code to identify a specific object.

Biometric methods

Biometric technique methods are used in automatic identification to recognise people by comparing an individual and each individual’s unique physical characteristics.

Voice recognition and fingerprinting are the most common biometric methods.

Smart cards

These are electronic systems which are put inside a card for data storage. When a card is inserted into a reader terminal it can recover the information recorded on the card via bidirectional data exchange. There are two types: read-only smart card or microprocessor incorporated smart card. Read-only smart card has an electrically erasable programmable read-only memory (EEPROM) chip on which data can be recorded by the manufacturer or by the user. These cards can have security algorithms to prevent card hacking.

Cards having a microprocessor are memory cards with an additional microprocessor allowing them to store data, adapt to new applications and incorporate tools for high security developments.

Radio frequency identification (RFID)

RFID is a system that sticks an electronic label or “TAG” to a physical object which must be identified, tracked and monitored by radio frequency and computing devices (Brown, 2007). This technology does not require physical contact between the reader/programmer TAG and TAG. The basic elements of a RFID system are a computer system or controller, a programmer device, a card reader or interrogator and a TAG which is attached to the object. Such elements are shown in Figure 1.

Before starting to operate an RFID system, the software and applications installed on a computer allow recording data in the EEPROM module inside electronic TAGs. This recording includes memory writing by programmer operation and previously stored data in EEPROM allows object identification. Recorded TAGs are then attached to the object in question.

When RFID is used, a programmer or reader emits radio frequency signals which are tuned by nearby TAGs. In turn, the TAG responds with information contained inside it, including its unique identification code so that identification is recovered by the reader to be sent to the computer system. The controller stores the information regarding the objects which have been identified by the reader or interrogator within the pertinent coverage area.

The controller could be a computer or an embedded system.

The programmer or reader is a device for writing or reading that recognises the presence of RFID TAGs within coverage. Write mode modifies the data contained in EEPROM memory TAG and reading mode retrieves such information.

The e-label or TAG is the component that allows identification of the object or device that carries it. It consists of a semiconductor chip, an antenna (encapsulated) and occasionally a battery (active TAG). Basic TAG functions are: save data identifying an object or save a detailed description of it and send that data to the reader when requested by radio frequency signals sent by the reader module.

RFID is a solution for identifying objects without physical means of contact between the identifier and the object.

Projects dealt with here

Emulating medicament prescription using medical training mannequins

Training future healthcare professionals regarding their clinical skills before attending patients is very important because it allows them to be prepared for making quick and accurate decisions when facing situations in which the life of a person can be at risk (Caracol Radio, 2008). Interactive simulators have been developed with computational tools and mannequins in recent years allowing medical and nursing students to experience diagnosing and prescribing medicaments in a pathological or non-pathological medical scenario.

The Universidad Nacional de Colombia’s Medicine and Engineering Faculties decided to implement a training laboratory prototype, as shown in Figure 2, because they were concerned by the need to have a physical, virtual and interactive simulator (mannequin technology). They were interested in automating and simulating hazardous or pathological medical scenarios with which medical and nursing students can be prepared through interactive simulators which allowed them to practice important clinical skills. This was necessary to reduce the risk of real patients being exposed to high risk situations of military, police and university hospitals.

Figure 1. RFfID system elements

Figure 2. Neonatal interactive simulator elements (Arrighi, et al., 2009a)
quin) of a neonatal patient. The simulator had to be low cost, allow medical and nursing students to perform neonatal clinical course practice and have a wireless telecommunications system to send data from a mannequin to a computer, without guided means (copper wire).

The medical training laboratory was thus designed to start when a teacher triggered a clinical stage in the mannequin by setting switches mimicking symptoms such as reddening of the skin, arrhythmia and tachycardia. A student then had to make a diagnosis and choose medication to be provided for the “patient” through a graphical interface in the computer, as shown in Figure 3.

![Graphical interface used to program the TAG (Arrighi, et al., 2009a)](image)

The student continued the practice by selecting the dose to be given to the “patient” by manipulating a syringe. Data regarding the dose to be given was sent to the computer through a wireless transmitter from the syringe.

Once the learner had chosen the type of medication and dose, the computer and RFID recorder saved this information on a RFID TAG memory (TAG), located in the syringe.

A student then had to bring the TAG near to the “patient” (mannequin) which had a RFID reader able to recover data regarding the medicament and dosage to be applied. From this information a microprocessor, inside the mannequin, activated devices emulating favourable or unfavourable symptoms regarding the newborns’ health.

The patient’s health status was sent to the computer through a wireless link, to be virtually emulated.

Accordingly, the medical scenario symptoms posed by the teacher and the results of the medicament applied by the student following their diagnosis were physically represented in the mannequin and virtually on the computer to inform a student whether the treatment so prescribed for the “patient” was appropriate.

Table 1 lists some medicaments and their most common uses which were used to generate a bank of training scenarios for the students. The decision regarding the type of medicament and dosage depended on the “patient’s” condition and weight. The mannequin had to react to each decision, unless the syringe had not been supplied with medicine. In case of overdose, adverse effects had to be presented in the “patient”.

For example, if the “patient” had tachycardia and weighed 1 kg, the student would have injected a 0.2 ml dose of adenosine, applying it repeatedly until heart rate returned to normal. If the medical setting was the same and a student had applied a 1 ml adenosine dose, then the mannequin would have simulated cardi-ac arrest and reddening. Another example would be if the “patient” suffered cardiac arrest and weighed 1 kg, then the student would have had to have applied terbutaline in small doses (less than 0.5 ml). In such case, if a student had applied 1 ml terbutaline, the mannequin would have experienced tachycardia and fever.

Table 1 shows that the medicines listed there could have modified respiratory rate and temperature, so the mannequin had to contain electronic devices to emulate the sound of the heart at different frequencies (i.e. tachycardia, bradycardia or normal frequency). To emulate fever, light emitting diodes (LED) were conditioned to indicate reddening and a LCD display showing a baby’s pulse and temperature.

Table 2 shows the project results regarding each simulator component. It was concluded that the simulator had more real characteristics than those presented by commercial simulators, due to wireless telecommunication between project components (Arrighi et al., 2009b).

Table 3 gives the electronic device specifications used by each simulator module.

Medical and nursing students could thus self-assess their diagnoses made directly from a “patient’s” health condition. Further-

---

**Table 1. Medicine table**

<table>
<thead>
<tr>
<th>Medicine</th>
<th>Use</th>
<th>Side effects</th>
</tr>
</thead>
<tbody>
<tr>
<td>Adenosine</td>
<td>Convert tachycardia into a sinus rhythm</td>
<td>• Transient arrhythmia</td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Transient reddening of the skin</td>
</tr>
<tr>
<td>Adrenaline</td>
<td>Increase heart rate</td>
<td>• Tachycardia</td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Cardiac arrhythmia</td>
</tr>
<tr>
<td>Atropine</td>
<td>Reverse severe sinus bradycardia</td>
<td>• Arrhythmia</td>
</tr>
<tr>
<td></td>
<td></td>
<td>• Fever</td>
</tr>
<tr>
<td>Terbutaline</td>
<td>Increase heart rate</td>
<td>• Fever</td>
</tr>
</tbody>
</table>

**Table 2. Neonatal interactive simulator results**

<table>
<thead>
<tr>
<th>Stage</th>
<th>Results</th>
</tr>
</thead>
<tbody>
<tr>
<td>Controller</td>
<td>Telecommunication was established between a computer and the RFID module used to programme the TAG. The data stored in the electronic label concerned the type of medication and the new-born’s dosage and weight.</td>
</tr>
<tr>
<td>Applicator or syringe</td>
<td>A sensor was placed inside the syringe regarding the dosage for a new-borns and that data was transmitted to a controller or computer via wireless technology.</td>
</tr>
<tr>
<td>Mannequin</td>
<td>The reader inside the mannequin decoded and processed data contained in the TAG. The emulated reactions were: simulation of heart sound according to medicine effect on an infant patient, change in heart rate, change in temperature displayed on a LCD screen and redness generated from light signals in the body. Proper communication was established between a mannequin and a computer via a RF module operating at 418 MHz frequency.</td>
</tr>
</tbody>
</table>

**Table 3. Physical simulator’s electronic devices**

<table>
<thead>
<tr>
<th>Module and reader</th>
<th>Specifications</th>
</tr>
</thead>
<tbody>
<tr>
<td>Programmer and reader</td>
<td>• HF Mifare easy compact Plug&amp;Play, communication RS 232</td>
</tr>
<tr>
<td></td>
<td>• HF Mifare OEM transceiver, range 13.56 MHz, read up to 90 mm</td>
</tr>
<tr>
<td>Electronic label (TAG)</td>
<td>• TAG Mifare MF1ISC50, ISO/IEC 14443 type A, EEPROM 8,192 Kbit memory.</td>
</tr>
<tr>
<td>Wireless transceiver</td>
<td>• RF ASK RLP434 and TLP434 hybrid modules, UHF operation frequency at 433.92 MHz</td>
</tr>
<tr>
<td>Dosage sensor</td>
<td>• Sensor Hall Effect UGN503</td>
</tr>
</tbody>
</table>

---

Figure 3. Graphical interface used to program the TAG (Arrighi, et al., 2009a)
more, a teacher could assess a learner's ability regarding an emergency case involving a real baby.

Although RFID technology seeks to improve the shortcomings of object identification technologies, this project led to obtaining an interdisciplinary solution for a specific need applied to medical training.

Control and monitoring system to support event logistics

Figure 4 gives the proposed system block diagram; it has three parts: registration module attendees, remote points to monitor and control, and database.

Block 1 shows the registration step when the participant was entered into the information system regarding the proceedings and the participant received an RFID tag (TAG) with identification (ID) or unique ID card ensuring an identity within the system.

Registration was done through a graphical user interface built on Linux (see Figure 5) which could perform the following tasks:

- User registration: selecting event activities in which an attendee could participate;
- Assigning each user identification by RFID ID card. The RFID reader would read the ID;
- Searching records in an information system for the event through citizen identification card number, name or ID TAG;
- Viewing historic entries regarding event activities, time and place; and
- Presenting event statistics graphics.

Figure 5 shows user input characteristics with suitable identification and options for generating permission for each person to participate in one or more activities during a particular event.

When an attendee had registered at an event and had been given an RFID TAG, he/she could participate in those activities to which she/he had become entitled. To enter an activity, she/he had to go to the remote monitoring and control point (Block 2, Figure 4) and bring her/his RFID TAG to the reader to be identi-

fied. The smart control module for each reader used an embedded system. The monitoring points were located at the entrance to an event restaurant or parking service or entrance to an auditorium where a lecture would be given, or other related situation/event activity.

A monitoring module identified the user, received the information from the TAG and sent such data over Internet to the server database (Block 3, Figure 4) to see whether a user had permission to enter a particular activity. The answer to this query was sent back to the remote control point and the answer was displayed using LEDs.

Participants' attendance at each activity was recorded in the database to obtain statistics during and after the event. Table 4 gives the project outcomes.

Table 4. Project results

<table>
<thead>
<tr>
<th>Stage</th>
<th>Results</th>
</tr>
</thead>
<tbody>
<tr>
<td>Registration</td>
<td>Serial telecommunications was established between computer and RFID reader to assign a unique identification (ID TAG) to each event attendee</td>
</tr>
<tr>
<td>Monitoring and control</td>
<td>Linux operating system was installed in an embedded system and communication interfaces were configured to communicate control points, Internet and remote database server</td>
</tr>
<tr>
<td>Database and statistics</td>
<td>It was possible to link the information tables with primary keys. Information search involving keys: name, ID number and ID TAG, was obtained to obtain proceeding statistics</td>
</tr>
</tbody>
</table>

An electronic system was thus set up to support a social event's logistics, allowing event participants' registration, identifying and verifying data through Internet, without the need for a computer at each checkpoint.

The system obtained real-time statistics regarding people's enrolment and attendance at scheduled activities.

Table 5 presents the specifications of the electronic devices used by each module in the monitoring and control system to support event logistics.

Table 5. Devices used in the electronic monitoring system

<table>
<thead>
<tr>
<th>Module</th>
<th>Specification</th>
</tr>
</thead>
<tbody>
<tr>
<td>Database</td>
<td>MySQL software</td>
</tr>
<tr>
<td>Programmer and reader</td>
<td>HF Mifare easy compact Plug&amp;Play, RS-232</td>
</tr>
<tr>
<td></td>
<td>HF Mifare OEM transceiver, 13.56 MHz, range, read up to 90 mm</td>
</tr>
<tr>
<td>TAG</td>
<td>TAG Mifare MF11SC50, ISO/IEC 14443 type A, B192 kbit EEPROM</td>
</tr>
<tr>
<td>Microprocessor</td>
<td>Atmel RISC AT32AP7000. 150 MHz, with Ethernet and USART</td>
</tr>
<tr>
<td>Embedded system</td>
<td>ATNGW100 (Atmel, 2009)</td>
</tr>
</tbody>
</table>
Transport company vehicle route and schedule monitoring

Companies in Colombia transporting urban passengers must fulfill quality criteria regarding the services they provide for their users. The main criteria defined for such purpose are: completing each set route, scheduling a suitable frequency for vehicles on each route and making the journey at a convenient speed/time to prevent accidents caused by speeding or to avoid delays to the users by slowness.

To monitor the service provided by drivers, checkpoints are established to register vehicles passing such points to determine whether they are making the entire journey established for a specific route. Arrival time at a control point is recorded to compare it to the expected arrival time, thus making it possible to determine whether a vehicle’s average transit speed is appropriate.

This project was thus aimed at developing an electronic system for automatically identifying/monitoring urban transport companies’ vehicles, without needing a person to physically check them at each checkpoint. It sought to avoid risks to the lives of people who are currently doing this manually, to avoid transport service delays due to vehicles being detained at each checkpoint and avoid blocking other vehicles using the route where the checkpoints are.

Figure 6 shows the system used for vehicle arrival identification.

![Figure 6. Transport company vehicle route and schedule monitoring (Suárez & Ramírez-Echeverry, 2011)](image)

All routes, with their corresponding schedules, were set in a database according to what a transport company was offering its users. In this programme, each company vehicle was assigned a specific route. This information was stored in the monitoring system database and sent via Internet to each registration module (registration system) located at each control point on a particular route.

Each company vehicle had a wireless telecommunications device with a unique ID. Therefore, when a driver drove the route assigned to a particular vehicle, it could be recognised at each checkpoint. Whenever the vehicle passed one of these checkpoints, the registration system recorded vehicle identification, date and time and calculated any advance or delay in fulfilling scheduled route time. This data was sent to the bus via a wireless telecommunication system to inform a driver of compliance with route status. The registration system sent vehicle and checkpoint arrival time information to the database via Internet so the company staff could obtain and analyse service statistics being provided regarding all routes with all vehicles.

According to the above description, the system consisted of three modules: database, identification device registration system and wireless communication.

Database:

The database in the computer was built using MySQL language and was responsible for:

- Saving reports sent by the registration system when a vehicle had been identified; and
- Obtaining performance statistics regarding each vehicle in real time.

A TCP/IP server was configured in the computer to receive data simultaneously from all recording systems along the routes where the company provided a service.

Registration system (checkpoint):

The registration and identification system used an embedded system (NGW100 ATMEL) and a transceiver (XBee) operating on 2.4 GHz ISM band (IEEE 802.15.4). Both elements were located at each checkpoint and were responsible for identifying the vehicles, recording the date and arrival time of a particular bus at a specific checkpoint and sent this information to the database by TCP/IP and to the vehicle, which had another XBee transceiver.

The XBee transceiver modules were programmed through the embedded system.

Identification and wireless communication devices:

The bus driver could see, through a LCD screen, the results obtained from the checkpoint system. Data received in the vehicle via an XBee transceiver were:

- Vehicle arrival time at a particular checkpoint;
- Status: early, delayed or on time;
- The time associated with where a particular vehicle was; and
- The name of the next station and estimated passing time.

Figure 7 presents an LCD screen with data received by a bus driver.

![Figure 7. Graphical interface used by bus driver (Suárez & Ramírez-Echeverry, 2011)](image)

A graphic user interface built using Java language was created for administering this system; it was responsible for displaying information received from each node over Internet and stored in the database. Figure 8 shows such graphic user interface (GUI).

This GUI was divided into four segments: structure, timetable, sending data and registration. Database system information was inserted, modified or deleted in the first two segments; the third segment was responsible for sending the necessary information to each checkpoint operation and the fourth segment showed statistics or reports generated by the system.

Table 6 gives the project results.
RFID technology has extensive documentation and a broad background making it a support tool in implementing a project for monitoring and controlling events. In the proposed logistical support for social events presented in this paper, RFID performance was enhanced through the synergy achieved by joining embedded systems and databases, thereby increasing the scope of the project by interconnection, data-processing, networking and managing graphic interfaces and other convergence designs.

The automatic vehicle identification system presented in this paper could be adapted to multiple contexts such as paying tolls, vehicle entrance to and exit from a parking lot, school route control and other traffic situations.
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